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VISION STATEMENT OF VELLORE INSTITUTE OF TECHNOLOGY 

 

Transforming life through excellence in education and research. 

 

MISSION STATEMENT OF VELLORE INSTITUTE OF 

TECHNOLOGY 

 

World class Education: Excellence in education, grounded in ethics and 

critical thinking, for improvement of life. 

Cutting edge Research: An innovation ecosystem to extend knowledge and 

solve critical problems. 

Impactful People: Happy, accountable, caring and effective workforce and 

students. 

Rewarding Co-creations: Active collaboration with national & international 

industries & universities for productivity and economic development. 

Service to Society: Service to the region and world through knowledge and 

compassion. 
 

VISION STATEMENT OF THE SCHOOL OF COMPUTER SCIENCE AND 

ENGINEERING 

 
To be a world-renowned centre of education, research and service in computing and 

allied domains. 

 
MISSION STATEMENT OF THE SCHOOL OF COMPUTER SCIENCE 

AND ENGINEERING 

 To offer computing education programs with the goal that the students become 

technically competent and develop lifelong learning skill. 

 

 To undertake path-breaking research that creates new computing technologies and 

solutions for industry and society at large. 

 

 To foster vibrant outreach programs for industry, research organizations, academia 

and society. 
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B. Tech. - CSE (Spl. in Blockchain Technology) 
 

 

 

1. Graduates will be engineering practitioners and leaders, who would help solve 

industry’s technological problems. 

2. Graduates will be engineering professionals, innovators or entrepreneurs 

engaged in technology development, technology deployment, or engineering 

system implementation in industry. 

3. Graduates will function in their profession with social awareness and 

responsibility. 

4. Graduates will interact with their peers in other disciplines in industry and 

society and contribute to the economic growth of the country. 

5. Graduates will be successful in pursuing higher studies in engineering or 

management. 

6. Graduates will pursue career paths in teaching or research. 

  

PROGRAMME EDUCATIONAL OBJECTIVES (PEOs) 
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B. Tech. - CSE (Spl. in Blockchain Technology) 
 

 

PROGRAMME OUTCOMES (POs) 

 
PO_01: Having an ability to apply mathematics and science in engineering 

applications. 

PO_02: Having a clear understanding of the subject related concepts and of 

contemporary issues and apply them to identify, formulate and analyse complex 

engineering problems. 

PO_03: Having an ability to design a component or a product applying all the 

relevant standards and with realistic constraints, including public health, safety, 

culture, society and environment 

PO_04: Having an ability to design and conduct experiments, as well as to analyse 

and interpret data, and synthesis of information 

PO_05: Having an ability to use techniques, skills, resources and modern 

engineering and IT tools necessary for engineering practice 

PO_06: Having problem solving ability- to assess social issues (societal, health, 

safety, legal and cultural) and engineering problems 

PO_07: Having adaptive thinking and adaptability in relation to environmental 

context and sustainable development 

PO_08: Having a clear understanding of professional and ethical responsibility 

PO_09: Having cross cultural competency exhibited by working as a member or 

in teams 

PO_10: Having a good working knowledge of communicating in English – 

communication with engineering community and society 

PO_11: Having a good cognitive load management skills related to project 

management and finance 

PO_12: Having interest and recognize the need for independent and lifelong 

learning 
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1. Apply computing theory, languages and algorithms, as well as mathematical and 

statistical models, and the principles of optimization to appropriately formulate and 

use data analysis. 

2. Apply the principles and techniques of database design, administration, and 

implementation to enhance data collection capabilities and decision-support 

systems. Ability to critique the role of information and analytics in supporting 

business processes and functions. 

3. Invent and use appropriate models of data analysis, assess the quality of input, 

derive insight from results, and investigate potential issues. Also to organize big data 

sets into meaningful structures, incorporating data profiling and quality standards. 

PROGRAMME SPECIFIC OUTCOMES (PSOs) 
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SCHOOL OF COMPUTER SCIENCE AND ENGINEERING 

B. Tech. – CSE with specialization in Blockchain Technology  

Curriculum for 2021-2022 Batch 

CREDIT INFO 

S.no Catagory Credit 

1 Foundation Core 55 

2 Discipline-linked Engineering Sciences 12 

3 Discipline Core 44 

4 Specialization Elective 21 

5 Projects and Internship 9 

6 Open Elective 9 

7 Bridge Course 0 

8 Non-graded Core Requirement 11 

Total Credits 161 

 
Foundation Core 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCHY101L Engineering Chemistry Theory Only 1.0 3 0 0 0 3.0 

2 BCHY101P Engineering Chemistry Lab Lab Only 1.0 0 0 2 0 1.0 

3 BCSE101E Computer Programming: Python 
Embedded 

Theory and Lab 
1.0 1 0 4 0 3.0 

4 BCSE102L Structured and Object-Oriented Programming Theory Only 1.0 2 0 0 0 2.0 

5 BCSE102P 
Structured and Object-Oriented Programming 

Lab 
Lab Only 1.0 0 0 4 0 2.0 

6 BCSE103E Computer Programming: Java 
Embedded 

Theory and Lab 
1.0 1 0 4 0 3.0 

7 BECE101L Basic Electronics Theory Only 1.0 2 0 0 0 2.0 

8 BECE101P Basic Electronics Lab Lab Only 1.0 0 0 2 0 1.0 

9 BEEE101L Basic Electrical Engineering Theory Only 1.0 2 0 0 0 2.0 

10 BEEE101P Basic Electrical Engineering Lab Lab Only 1.0 0 0 2 0 1.0 

11 BENG101L Technical English Communication Theory Only 1.0 2 0 0 0 2.0 

12 BENG101P Technical English Communication Lab Lab Only 1.0 0 0 2 0 1.0 

13 BENG102P Technical Report Writing Lab Only 1.0 0 0 2 0 1.0 

14 BFLE200L B.Tech. Foreign Language - 2021 Basket 1.0 0 0 0 0 2.0 

15 BHSM200L B.Tech. HSM Elective - 2021 Basket 1.0 0 0 0 0 3.0 

16 BMAT101L Calculus Theory Only 1.0 3 0 0 0 3.0 

17 BMAT101P Calculus Lab Lab Only 1.0 0 0 2 0 1.0 
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Foundation Core 

18 BMAT102L Differential Equations and Transforms Theory Only 1.0 3 1 0 0 4.0 

19 BMAT201L Complex Variables and Linear Algebra Theory Only 1.0 3 1 0 0 4.0 

20 BMAT202L Probability and Statistics Theory Only 1.0 3 0 0 0 3.0 

21 BMAT202P Probability and Statistics Lab Lab Only 1.0 0 0 2 0 1.0 

22 BPHY101L Engineering Physics Theory Only 1.0 3 0 0 0 3.0 

23 BPHY101P Engineering Physics Lab Lab Only 1.0 0 0 2 0 1.0 

24 BSTS101P Quantitative Skills Practice I Soft Skill 1.0 0 0 3 0 1.5 

25 BSTS102P Quantitative Skills Practice II Soft Skill 1.0 0 0 3 0 1.5 

26 BSTS201P Qualitative Skills Practice I Soft Skill 1.0 0 0 3 0 1.5 

27 BSTS202P Qualitative Skills Practice II Soft Skill 1.0 0 0 3 0 1.5 

 
Discipline-linked Engineering Sciences 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BECE102L Digital Systems Design Theory Only 1.0 3 0 0 0 3.0 

2 BECE102P Digital Systems Design Lab Lab Only 1.0 0 0 2 0 1.0 

3 BECE204L Microprocessors and Microcontrollers Theory Only 1.0 3 0 0 0 3.0 

4 BECE204P Microprocessors and Microcontrollers Lab Lab Only 1.0 0 0 2 0 1.0 

5 BMAT205L Discrete Mathematics and Graph Theory Theory Only 1.0 3 1 0 0 4.0 

Discipline Core 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCSE202L Data Structures and Algorithms Theory Only 1.0 3 0 0 0 3.0 

2 BCSE202P Data Structures and Algorithms Lab Lab Only 1.0 0 0 2 0 1.0 

3 BCSE204L Design and Analysis of Algorithms Theory Only 1.0 3 0 0 0 3.0 

4 BCSE204P Design and Analysis of Algorithms Lab Lab Only 1.0 0 0 2 0 1.0 

5 BCSE205L Computer Architecture and Organization Theory Only 1.0 3 0 0 0 3.0 

6 BCSE301L Software Engineering Theory Only 1.0 3 0 0 0 3.0 

7 BCSE301P Software Engineering Lab Lab Only 1.0 0 0 2 0 1.0 

8 BCSE302L Database Systems Theory Only 1.0 3 0 0 0 3.0 

9 BCSE302P Database Systems Lab Lab Only 1.0 0 0 2 0 1.0 

10 BCSE303L Operating Systems Theory Only 1.0 3 0 0 0 3.0 

11 BCSE303P Operating Systems Lab Lab Only 1.0 0 0 2 0 1.0 

12 BCSE304L Theory of Computation Theory Only 1.0 3 0 0 0 3.0 

13 BCSE305L Embedded Systems Theory Only 1.0 3 0 0 0 3.0 

14 BCSE306L Artificial Intelligence Theory Only 1.0 3 0 0 0 3.0 

15 BCSE307L Compiler Design Theory Only 1.0 3 0 0 0 3.0 

16 BCSE307P Compiler Design Lab Lab Only 1.0 0 0 2 0 1.0 

17 BCSE308L Computer Networks Theory Only 1.0 3 0 0 0 3.0 

18 BCSE308P Computer Networks Lab Lab Only 1.0 0 0 2 0 1.0 

19 BCSE309L Cryptography and Network Security Theory Only 1.0 3 0 0 0 3.0 

20 BCSE309P Cryptography and Network Security Lab Lab Only 1.0 0 0 2 0 1.0 
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Specialization Elective 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCSE324L Foundations of Blockchain Technology Theory Only 1.0 3 0 0 0 3.0 

2 BCSE325L Introduction to Bitcoin Theory Only 1.0 3 0 0 0 3.0 

3 BCSE326L Blockchain Architecture Design Theory Only 1.0 3 0 0 0 3.0 

4 BCSE327L Smart Contracts Theory Only 1.0 2 0 0 0 2.0 

5 BCSE327P Smart Contracts Lab Lab Only 1.0 0 0 2 0 1.0 

6 BCSE328L Cryptocurrency Technologies Theory Only 1.0 3 0 0 0 3.0 

7 BCSE329L 
Blockchain and Distributed Ledger 

Technology 
Theory Only 1.0 2 0 0 0 2.0 

8 BCSE329P 
Blockchain and Distributed Ledger 

Technology Lab 
Lab Only 1.0 0 0 2 0 1.0 

9 BCSE330L 
Public Key Infrastructure and Trust 

Management 
Theory Only 1.0 3 0 0 0 3.0 

 
Projects and Internship 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCSE399J Summer Industrial Internship Project 1.0 0 0 0 0 1.0 

2 BCSE497J Project - I Project 1.0 0 0 0 0 3.0 

3 BCSE498J Project - II / Internship Project 1.0 0 0 0 0 5.0 

4 BCSE499J One Semester Internship Project 1.0 0 0 0 0 14.0 

 
Open Elective 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCSE351E Foundation of Data Analytics 
Embedded 

Theory and Lab 
1.0 1 0 2 0 2.0 

2 BCSE352E Essentials of Data Analytics 
Embedded 

Theory and Lab 
1.0 1 0 2 0 2.0 

3 BCSE391J Technical Answers to Real Problems Project Project 1.0 0 0 0 0 3.0 

4 BCSE392J Design Project Project 1.0 0 0 0 0 3.0 

5 BCSE393J Laboratory Project Project 1.0 0 0 0 0 3.0 

6 BCSE394J Product Development Project Project 1.0 0 0 0 0 3.0 

7 BCSE396J Reading Course Project 1.0 0 0 0 0 3.0 

8 BCSE397J Special Project Project 1.0 0 0 0 0 3.0 

9 BCSE398J Simulation Project Project 1.0 0 0 0 0 3.0 

10 BSTS301P Advanced Competitive Coding - I Soft Skill 1.0 0 0 3 0 1.5 

11 BSTS302P Advanced Competitive Coding - II Soft Skill 1.0 0 0 3 0 1.5 

12 CFOC102M Introduction to Cognitive Psychology Online Course 1.0 0 0 0 0 3.0 

13 CFOC103M Introduction to Political Theory Online Course 1.0 0 0 0 0 3.0 

14 CFOC104M Six Sigma Online Course 1.0 0 0 0 0 3.0 

15 CFOC105M Emotional Intelligence Online Course 1.0 0 0 0 0 2.0 
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Open Elective 

16 CFOC109M Design Thinking - A Primer Online Course 1.0 0 0 0 0 1.0 

17 CFOC118M Practical Machine Learning with Tensorflow Online Course 1.0 0 0 0 0 2.0 

18 CFOC122M Educational Leadership Online Course 1.0 0 0 0 0 2.0 

19 CFOC133M E-Business Online Course 1.0 0 0 0 0 3.0 

20 CFOC152M Pattern Recognition and Application Online Course 1.0 0 0 0 0 3.0 

21 CFOC165M Software testing Online Course 1.0 0 0 0 0 3.0 

22 CFOC188M Ethical Hacking Online Course 1.0 0 0 0 0 3.0 

23 CFOC190M Positive Psychology Online Course 1.0 0 0 0 0 2.0 

24 CFOC191M Forests and their Management Online Course 1.0 0 0 0 0 3.0 

25 CFOC193M 
Bioengineering: An Interface with Biology and 

Medicine 
Online Course 1.0 0 0 0 0 2.0 

26 CFOC197M Bio-Informatics: Algorithms and Applications Online Course 1.0 0 0 0 0 3.0 

27 CFOC203M Natural Hazards Online Course 1.0 0 0 0 0 2.0 

28 CFOC207M 
Electronic Waste Management - Issues And 

Challenges 
Online Course 1.0 0 0 0 0 1.0 

29 CFOC227M GPU Architectures and Programming Online Course 1.0 0 0 0 0 3.0 

30 CFOC232M Consumer Behaviour Online Course 1.0 0 0 0 0 2.0 

31 CFOC235M Rocket Propulsion Online Course 1.0 0 0 0 0 3.0 

32 CFOC236M Aircraft Maintenance Online Course 1.0 0 0 0 0 1.0 

33 CFOC253M Plastic Waste Management Online Course 1.0 0 0 0 0 2.0 

34 CFOC257M 
Earthquake Geology: A tool for Seismic 

Hazard Assessment 
Online Course 1.0 0 0 0 0 3.0 

35 CFOC258M 
Introduction to Geographic Information 

Systems 
Online Course 1.0 0 0 0 0 1.0 

36 CFOC282M Waste to Energy Conversion Online Course 1.0 0 0 0 0 2.0 

37 CFOC329M Design, Technology and Innovation Online Course 1.0 0 0 0 0 2.0 

38 CFOC332M Fundamentals of Automotive Systems Online Course 1.0 0 0 0 0 3.0 

39 CFOC356M Analog Circuits Online Course 1.0 0 0 0 0 3.0 

40 CFOC365M Evolution of Air Interface towards 5G Online Course 1.0 0 0 0 0 2.0 

41 CFOC384M Entrepreneurship Essentials Online Course 1.0 0 0 0 0 3.0 

42 CFOC388M 
Energy Resources, Economics and 

Environment 
Online Course 1.0 0 0 0 0 3.0 

43 CFOC391M Effective Writing Online Course 1.0 0 0 0 0 1.0 

44 CFOC395M Speaking Effectively Online Course 1.0 0 0 0 0 2.0 

45 CFOC397M Intellectual Property Online Course 1.0 0 0 0 0 3.0 

46 CFOC400M Language and Mind Online Course 1.0 0 0 0 0 2.0 

47 CFOC401M The Nineteenth - Century English Novel Online Course 1.0 0 0 0 0 3.0 

48 CFOC402M Introduction to World Literature Online Course 1.0 0 0 0 0 3.0 

49 CFOC405M Economic Growth & Development Online Course 1.0 0 0 0 0 2.0 

50 CFOC406M Human Behaviour Online Course 1.0 0 0 0 0 2.0 

51 CFOC407M 
Introduction to Modern Indian Political 

Thought 
Online Course 1.0 0 0 0 0 3.0 

52 CFOC408M 
English Literature of the Romantic Period, 

1798 - 1832 
Online Course 1.0 0 0 0 0 2.0 

53 CFOC416M Feminism : Concepts and Theories Online Course 1.0 0 0 0 0 3.0 

54 CFOC419M Basic Real Analysis Online Course 1.0 0 0 0 0 3.0 

55 CFOC442M Robotics and Control : Theory and Practice Online Course 1.0 0 0 0 0 2.0 
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Open Elective 

56 CFOC475M IC Engines and Gas Turbines Online Course 1.0 0 0 0 0 3.0 

57 CFOC488M Business Analytics For Management Decision Online Course 1.0 0 0 0 0 3.0 

58 CFOC490M Sales and Distribution Management Online Course 1.0 0 0 0 0 2.0 

59 CFOC493M Management of Inventory Systems Online Course 1.0 0 0 0 0 3.0 

60 CFOC494M Quality Design And Control Online Course 1.0 0 0 0 0 3.0 

61 CFOC495M Foundation Course in Managerial Economics Online Course 1.0 0 0 0 0 2.0 

62 CFOC496M Engineering Econometrics Online Course 1.0 0 0 0 0 3.0 

63 CFOC497M Financial Statement Analysis and Reporting Online Course 1.0 0 0 0 0 3.0 

64 CFOC498M Business Statistics Online Course 1.0 0 0 0 0 3.0 

65 CFOC499M Global Marketing Management Online Course 1.0 0 0 0 0 2.0 

66 CFOC500M Marketing Research and Analysis - II Online Course 1.0 0 0 0 0 3.0 

67 CFOC503M Marketing Analytics Online Course 1.0 0 0 0 0 3.0 

68 CFOC505M Management of Commercial Banking Online Course 1.0 0 0 0 0 3.0 

69 CFOC508M Entrepreneurship Online Course 1.0 0 0 0 0 3.0 

70 CFOC543M International Business Online Course 1.0 0 0 0 0 3.0 

71 CFOC550M Numerical Analysis Online Course 1.0 0 0 0 0 4.0 

72 CFOC570M Public Speaking Online Course 1.0 0 0 0 0 3.0 

73 CFOC575M Wildlife Ecology Online Course 1.0 0 0 0 0 3.0 

74 CFOC578M Wastewater Treatment And Recycling Online Course 1.0 0 0 0 0 3.0 

75 CFOC587M Economics of Banking and Finance Markets Online Course 1.0 0 0 0 0 3.0 

76 CFOC591M Principles Of Management Online Course 1.0 0 0 0 0 3.0 

77 CFOC593M Corporate Finance Online Course 2.0 0 0 0 0 2.0 

78 CFOC594M Customer Relationship Management Online Course 1.0 0 0 0 0 2.0 

 
Bridge Course 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BENG101N Effective English Communication Lab Only 1.0 0 0 4 0 2.0 

Non-graded Core Requirement 

sl.no Course Code Course Title Course Type Ver 

sio 

n 

L T P J Credit 

1 BCHY102N Environmental Sciences Online Course 1.0 0 0 0 0 2.0 

2 BCSE101N Introduction to Engineering Project 1.0 0 0 0 0 1.0 

3 BEXC100N 
Extracurricular Activities / Co-Curricular 

Activities - B.Tech. Programmes 
Basket 1.0 0 0 0 0 2.0 

4 BHUM101N Ethics and Values Online Course 1.0 0 0 0 0 2.0 

5 BSSC101N Essence of Traditional Knowledge Online Course 1.0 0 0 0 0 2.0 

6 BSSC102N Indian Constitution Online Course 1.0 0 0 0 0 2.0 

 

 



































































BCSE324L BLOCKCHAIN TECHNOLOGY L T P C
3 0 0 3

Pre-requisite NIL Syllabus version 
1.0

Course Objectives
1. To understand building blocks of Blockchain.
2. To significance of Distributed Ledger Technology and Smart Contract.
3. To exploit applications of Blockchain in real world scenarios and their impacts.

Course Outcomes
After completion of this course, the student shall be able to:

1. Understand Blockchain ecosystem and its services in real world sceneries
2. Apply and Analyze the requirement of Distributed Ledger Technology and Smart

Contract
3. Design and Demonstrate end-to-end decentralized applications
4. Acquaint the protocol and assess their computational requirements

Module:1 Foundations of Blockchain 7 hours
Blockchain Architecture – Challenges – Applications – Blockchain Design Principles -The 
Blockchain Ecosystem - The consensus problem - Asynchronous Byzantine Agreement - 
AAP protocol and its analysis - peer-to-peer network – Abstract Models - GARAY model - 
RLA Model - Proof of Work (PoW) - Proof of Stake (PoS) based Chains - Hybrid models.
Module:2 Distributed Ledger Technology 6 hours
Origin of Ledgers – Types and Features of Distributed Ledger Technology (DLT) - Role of 
Consensus Mechanism - DLT Ecosystem - Distributed Ledger Implementations – Blockchain 
- Ethereum - Public and Private Ledgers – Registries – Ledgers - Practitioner Perspective:
Keyless Technologies, Transparency as a Strategic Risk, Transparency as a Strategic
Asset, Usage of Multiple IDs - Zero Knowledge Proofs - Implementation of Public and
Private Blockchain
Module:3 Smart Contracts 5 hours
Anatomy of a Smart Contracts - Life Cycle - Usage Patterns - DLT-based smart contracts -
Use Cases: Healthcare Industry and Property Transfer.
Module:4 Decentralized Organization 5 hours
Decentralization versus Distribution - Centralized-distributed (Ce-Di) organizations -
Decentralized-distributed (De-Di) organizations - Decentralized Autonomous Organizations: 
Aragon, DAOstack, DAOhaus and Colony.
Module:5 Types of Blockchain Ecosystem 7 hours
One-Leader Ecosystem - Joint Venture or Consortia Ecosystems - Regulatory Blockchain 
Ecosystems - Components in Blockchain Ecosystem: Leaders, Core Group, Active 
Participants, Users, Third-Party Service Providers - Governance for Blockchain Ecosystems.
Module:6 Blockchain Protocols 6 hours
Ethereum tokens – Augur - Golem - Understanding Ethereum tokens - App Coins and 
Protocol Tokens - Blockchain Token Securities Law Framework - Token Economy - Token 
sale structure - Ethereum Subreddit. 
Module:7 High Performance Computing 7 hours
Integrity of High Performance Systems - Data Provenance - Cluster Construction and 
Deployment -  Mock Workload - Blockchain Software Evaluation - Blockchain storage of 
Integrity Data.
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 45 hours

Text Book
1. Dhillon, V., Metcalf, D., and Hooper, M, Blockchain enabled applications, 2017, 1st 

Agenda Item 65/39 - Annexure - 35

Proceedings of the 65th Academic Council (17.03.2022) 1042



Edition, CA: Apress, Berkeley.

Reference Books

1. 
Diedrich, H., Ethereum: Blockchains, digital assets, smart contracts, decentralized 
autonomous organizations, 2016, 1st Edition, Wildfire publishing, Sydney.

2.
Wattenhofer, R. P, Distributed Ledger Technology: The Science of the Blockchain 
(Inverted Forest Publishing), 2017, 2nd Edition, Createspace Independent Pub, 
Scotts Valley, California, US. 

Mode of Evaluation: CAT,  written assignment, Quiz, FAT 
Recommended by Board of Studies 04-03-2022
Approved by Academic Council No. 65 Date 17-03-2022 

Agenda Item 65/39 - Annexure - 35

Proceedings of the 65th Academic Council (17.03.2022) 1043



BCSE325L BITCOIN  L T P C
3 0 0 3

Pre-requisite NIL Syllabus version 
1.0

Course Objectives
1. To Identify the process of Cryptocurrency.
2. To understand the functionality of Bitcoin.
3. To explore the recent developments on Bitcoin.
Course Outcomes
After completion of this course, the student shall be able to:

1. Understand the fundamentals of Cryptography.
2. Gain knowledge about various operations associated with Cryptocurrency.
3. Develop the methods for verification and validation of Bitcoin transactions.
4. Apply the principles, practices and policies associated with Bitcoin business.
Module:1 Fundamentals of Cryptography 5 hours 
Cryptographic Hash Functions - Hash Pointers and Data Structures - Digital Signatures -
Public Keys as Identities - A Simple Cryptocurrency. 
Module:2 Features of Bitcoin 6 hours  
Bitcoin Transactions - Bitcoin Scripts - Applications of Bitcoin Scripts - Bitcoin Blocks -
Bitcoin Network and Limitations.
Module:3 Bitcoin Techniques 7 hours  
Techniques to Store and Use Bitcoins - Hot and Cold Storage - Splitting and Sharing Keys -
Online Wallets and Exchanges - Payment Services - Transaction Fees - Bitcoin Trading.
Module:4 Bitcoin Mining 8 hours
Task of Bitcoin Miners - Mining Hardware - Energy Consumption and Ecology - Mining Pools 
- Mining Incentives - Merkley Tree - hardness of mining - transaction verifiability.
Module:5 Bitcoin and Anonymity 5 hours
Anonymity – Re-identification of Bitcoin - Mixing and Decentralisation of Bitcoin - Zero coin 
and Zero cash.
Module:6 Mining Strategies 5 hours
Essential Puzzle Requirements – Application Specific Integrated Circuit Resistant(ASIC) 
Puzzles - Proof of Volunteer computing - Non externalization of Puzzles - Proof of Stake 
Virtual Mining.
Module:7 Bitcoin as a Platform 7 hours
Bitcoin as an Append-Only Log - Bitcoin as Smart Property - Secure Multi-Party Lotteries in 
Bitcoin - Bitcoin as Randomness Source - Prediction Markets and Real-World Data Feeds.
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 45 hours

Text Book
1. Goldfeder, S., Bonneau, J., Miller, A., Felten, E., Narayanan, A. Bitcoin and 

Cryptocurrency Technologies, 2016, 1st edition, Princeton University Press, New 
Jersey.

Reference Books
1. Antonopoulos, A. M. Mastering Bitcoin: unlocking digital cryptocurrencies, 2017, 2nd

edition, OReilly Media, Inc, United States.
2. Lewis, Antony, The Basics Of Bitcoins and Blockchains: An Introduction To 

Cryptocurrencies and The Technology That Powers Them., 2018, 1st edition, Mango 
Media Inc., United States. 

Mode of Evaluation: CAT / Assignment / Quiz / FAT 
Recommended by Board of Studies 04-03-2022
Approved by Academic Council No. 65 Date 17-03-2022
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BCSE326L BLOCKCHAIN ARCHITECTURE DESIGN L T P C
3 0 0 3

Pre-requisite NIL Syllabus version
1.0

Course Objectives
1. To provide the knowledge on Blockchain architecture.
2. To understand the design of Blockchain transaction and security issues. 
3. To study about various use Cases in Blockchain.
Course Outcome 
After completion of this course, the student shall be able to:
1. Understand the requirements of the fundamentals of Blockchain. 
2. Identify and apply the concept of Bitcoin. 
3. Recognize the underlying technology of transactions, blocks and proof-of-work. 
4. Gain a deep insight into Bitcoin network, Bitcoin miners and Bitcoin transactions. 
5. Design and explore the applications of Blockchain. 
Module:1 Fundamentals of Blockchain 6 hours
Blockchain: Importance and features – Layers of Blockchain: application layer, execution 
layer, semantic layer, propagation layer, consensus layer – Types of Blockchain – 
Blockchain in practical use today – Blockchain governance challenges – Blockchain 
technical challenges. 
Module:2 Blockchain for Enterprise 6 hours
Blockchain Components and Concepts - Block Header and Identifiers - Linking Blocks in the 
Blockchain - Mining and Consensus: Aggregating transactions into Blocks - Mining the Block 
- Validating and Assembling of Blocks, Selecting Chains of Blocks. 
Module:3 Transactions and Bitcoin Network 6 hours
Transactions: Lifecycle, Structure, Inputs and Outputs, Standard Transactions - Bitcoin 
Network: Network discovery for a new node, Block propagation.
Module:4 Bitcoin Client 8 hours
Consensus in Bitcoin: Proof of Work (PoW), Mining the Block, Changing the Consensus 
Rules - Bitcoin Core: Bitcoin core application programming interface, running a bitcoin core 
node, Alternative clients, libraries and toolkits - Bitcoin Addresses: Implementing Keys and 
Addresses in Python – Wallets. 
Module:5 Security and privacy practices 6 hours
Security Architecture principles - Technical and inherent risks of the blockchain technology -
Attacks on Privacy: Blockchain and non-blockchain based Attacks - Risks and Limitations of 
Blockchain – User security best practices: physical bitcoin storage, hardware wallets, 
balancing risk, diversifying risk, multi signature and governance. 
Module:6 Blockchain Architecture and 

Applications
6 hours

Design methodology for blockchain applications: blockchain application templates, 
blockchain application development – Ethereum – Solidity - Deploying a sample application: 
Blockchain and betting – Colored coins – Counterparty.
Module:7 Blockchain Use Cases 5 hours
Blockchain in Financial Software and Systems - Supply chain and logistics monitoring -
Music royalties tracking - Advertising insights - Blockchain implementation for Land Records 
- Digital content publishing and selling - Digital Supply chain - Medical Record Management 
System
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 45 hours
Text Book(s)
1. Bikramaditya Singhal, Gautam Dhameja, Priyansu Sekhar Panda, Beginning 

Blockchain, A Beginner’s Guide to Building Blockchain Solutions, 2018, 1st edition, 
Apress, New York.

2. Joseph J. Bambara, Paul R. Allen, Blockchain: a practical guide to developing business, 
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law and technology solutions, 2018, 1st edition, McGraw-Hill publication, New York.
Reference Books
1. Swan Melanie, Blockchain: Blueprint for a new economy, 2015, 1st edition, O'Reilly 

Media, United States.
Mode of Evaluation: CAT / written assignment / Quiz / FAT
Recommended by Board of Studies 04-03-2022 
Approved by Academic Council No. 65 Date 17-03-2022 
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BCSE327L SMART CONTRACTS L T P C
2 0 0 2

Pre-requisite NIL Syllabus version 
1.0 

Course Objectives
1. To understand the Smart Contracts in Blockchain.
2. To learn the tools and programming skills required to generate Smart Contracts. 
3. To assess the efficiency of the security issues.

Course Outcomes
After completion of this course, the student shall be able to:
1. Understand the basics and objectives of Smart Contracts in a Blockchain.  
2. Evaluate the various functionalities and features in an Ethereum to generate Smart 
Contracts. 
3. Introduce the Solidity language in creation of a Smart Contracts.  
4. Incorporate Smart Contracts in decentralized applications. 
5. Assess the security issues and effectiveness of a Smart Contracts in real world scenarios.

Module:1 Fundamentals of Smart Contracts                                       2 hours
Blockchain Terminologies - Cryptocurrency and Smart Contracts - Understanding the Virtual 
Machine of a Blockchain - Terminology, concepts and practices in Smart Contracts.
Module:2 Ethereum Smart Contracts 5 hours
Definition of Ethereum - Prevalence of the Ethereum blockchain in Smart Contracts 
development - Ethereum Virtual Machine (EVM) - Instances of working Ethereum Smart 
Contracts.
Module:3 Various Aspects in Application of 

Smart Contracts 
5 hours

Market impact and scientific innovation – Trust - Security, using Merkle Trees - Future-
resistance features in Smart Contracts applications - Workflow of developing a Smart 
Contracts - Execution environments in writing a Smart Contracts.
Module:4 Solidity Language Basics 4 hours
Layout of a Solidity Source File - Structure of a contracts - Control structures – Functions -
Scoping and declarations.
Module:5 Solidity with Contracts 4 hours
Creating contracts - Object-oriented high level language features - Visibility and Getters –
Events - Abstract Contracts.
Module:6 Decentralized Applications 4 hours
Decentralized Application Architecture - Connecting to the Blockchain and Smart Contracts –
Building dApps – Deployment.
Module:7 Security Issues 4 hours
Shifting from Trust-in-People to Trust-in-Code - Data permanence - Selective-Obscurity -
Security counter measures. 
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 30 hours

Text Book
1. Gavin Zheng, Longxiang Gao, Liqun Huang, Jian Guan, Ethereum Smart Contracts 

Development in Solidity, 2021, 1st Edition, Springer Singapore. 

Reference Books
1. Dannen, C., Introducing Ethereum and solidity, 2017, (Vol. 318). Berkeley: Springer. 
2. Modi, Ritesh, Solidity Programming Essentials: A beginner's guide to build smart 

contracts for Ethereum and Blockchain, 2018, Packt Publishing Ltd, United Kingdom. 
3. Arvind Narayanan, Joseph Bonneau, Edward Felten, Andrew Miller, Steven Goldfeder, 
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Bitcoin and cryptocurrency technologies: a comprehensive introduction, 2016, Princeton 
University Press. 

Mode of Evaluation: CAT / written assignment / Quiz / FAT
Recommended by Board of Studies 04-03-2022
Approved by Academic Council No. 65 Date 17-03-2022
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BCSE327P SMART CONTRACTS LAB L T P C
0 0 2 1

Pre-requisite NIL Syllabus version
 1.0 

Course Objectives
1. To understand the Smart Contracts in Blockchain.
2. To learn the tools and programming skills required to generate Smart Contracts. 
3. To assess the efficiency of the security issues.

Course Outcomes
After completion of this course, the student shall be able to:

1. Evaluate the various functionalities and features in an Ethereum to generate Smart 
Contracts. 
2. Assess the security issues and effectiveness of a Smart Contracts in real world scenarios.

Indicative Experiments 
1. Setting up Ethereum network by using Geth command line interface.
2. Identifying and setting up a testnet, like Ropsten or Kovan, so that free ethers can be used 
as transaction.
3. Transfer ethers from one account to another on an Ethereum testnet.
4. Constructing Solidity code for a decentralized application where the owner can create a 
contracts (with a tenant) which can be replicated to all nodes.  
5. In a rented house setup with the owner and the tenants, the tenant can submit a deposit 
and the contracts’s state changes on all the decentralized nodes. 
6.  The owner should be able to check the balance of the contracts from any one of the 
nodes. 
7. Using Remix on the Solidity code to develop, compile and deploy the contracts. 
8. Using setter and getter functions to interact with the contracts 
9. Withdrawing funds from a contracts to a restricted account, preferably the owner’s, with 
different levels of security restrictions.
10. Deploying a contracts on an external blockchain by using Ganache and/or 
MyEtherwalllet, Metamask. 

Total Laboratory Hours 30 hours 
Text Book
1. Gavin Zheng, Longxiang Gao, Liqun Huang, Jian Guan, Ethereum Smart Contracts 

Development in Solidity, 2021, 1st Edition, Springer Singapore. 

Reference Books
1. Modi, Ritesh. Solidity Programming Essentials: A beginner's guide to build smart 

contracts for Ethereum and blockchain. 2018, Packt Publishing Ltd, United Kingdom.
2. Arvind Narayanan, Joseph Bonneau, Edward Felten, Andrew Miller, Steven Goldfeder, 

Bitcoin and cryptocurrency technologies: a comprehensive introduction, 2016, Princeton 
University Press.

Mode of assessment: Continuous assessment / FAT
Recommended by Board of Studies 04-03-2022 
Approved by Academic Council No. 65 Date 17-03-2022 
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BCSE328L CRYPTOCURRENCY TECHNOLOGIES L T P C
3 0 0 3

Pre-requisite NIL Syllabus version
 1.0 

Course Objectives
1. To introduce the cryptocurrency concepts and techniques used in business transactions.
2. To provide skills and knowledge about operations and management in cryptocurrency      

technologies applied in large scale business. 
3. To develop own cryptocurrencies that meets the business and customer needs.

Course Outcome 
After completion of this course, the student shall be able to:

1. Understand the evolution, principles and benefits of cryptocurrencies. 
2. Assess existing technologies to choose an appropriate technology that meets business 
needs. 
3. Implement the scripting foundations to cater the needs of generating own 
cryptocurrencies.
4. Decide a suitable model to capture the business needs by interpreting different crypto 
primitives.
5. Infer the various bitcoin related security and privacy issues and building own 
cryptocurrencies. 

Module:1 Fundamentals of Cryptocurrency 7 hours
Cryptocurrency - Origin and Importance - Legal Status - Usage of Cryptocurrency -
Blockchain Structure - Interaction between Blockchain and Cryptocurrencies - Importance 
and uses of Cryptocurrency  - Hardware and Software requirements of Block chain. 

Module:2 Functional Aspects of Cryptocurrency 8 hours
Bitcoin and other Cryptocurrencies - Distributed consensus and atomic broadcast -
Alternatives to Bitcoin consensus - Alternative coins - Byzantine fault-tolerant consensus 
methods - Blockchain based cryptocurrency and its applications - Technologies borrowed in 
Blockchain.
Module:3 Bitcoin Scripting 5 hours
Bitcoin scripting language and their uses - Transactions - Signatures - Pay to script hash -
Segregated Witness - Pay To Multi-signature - Storing Data - Timelocks - Hash Time-Locked 
Contracts - Atomic Swaps - Payment Channels. 

Module:4 Crypto Primitives for Cryptocurrency 5 hours
Hash functions - Puzzle-friendly Hash - Collison resistant hash - Hash pointers and digital 
signatures - public key crypto - verifiable random functions - Zero-knowledge systems - 
Bitcoin Blockchain - Interaction with the blockchain - Elliptic curve cryptography in blockchain 
- SHA-256.
Module:5 Security & Privacy Issues in 

Cryptocurrency 
4 hours

Building a Secure Bitcoin payment system - Building a Secure payment gateway - Compiling 
Bitcoin from source new cryptocurrency - Cloning Bitcoin - Reader coin rebranding - 
Securing Peer-to-Peer Auctions in Ethereum - Applications of blockchain in cyber security. 
Module:6 Building Own Cryptocurrency 7 hours
Coding Own Cryptocurrency on Ethereum - Building ERC-20 Token - Integrity of information 
- E-Governance and other contract enforcement mechanisms - Limitations of blockchain - 
Myths vs. reality of blockchain technology.
Module:7 Future Directions of Cryptocurrency 7 hours
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Smart Property - Efficient micro-payments - Coupling Transactions and Payment 
(Interdependent Transactions) - Public Randomness Source Prediction Markets - Escrow 
transactions - Green addresses - Auctions and Markets - Multi-party Lotteries.
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 45 hours

Text Book
1. Daskalakis, Nikos, and Panagiotis Georgitseas. An Introduction to Cryptocurrencies: 

The Crypto Market Ecosystem, 2020, 1st Edition, Routledge, New York.
Reference Books
1. Grabowski, Mark. Cryptocurrencies: A Primer on Digital Money, 2019, 1st Edition, 

Routledge, New York.
2. Narayanan, Arvind, et al. Bitcoin and cryptocurrency technologies: a comprehensive 

introduction, 2016, 1st Edition, Princeton University Press, New Jersey.  
Mode of Evaluation: CAT / written assignment / Quiz / FAT 
Recommended by Board of Studies 04-03-2022
Approved by Academic Council No. 65 Date 17-03-2022
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BCSE329L BLOCKCHAIN AND DISTRIBUTED LEDGER 
TECHNOLOGY 

L T P C

2 0 0 2
Pre-requisite NIL Syllabus version

1.0
Course Objectives
1. To understand Blockchain and Distributed Ledger Technologies.
2. To learn the development in Blockchain functionalities.
3. To identify alternative techniques to proof of work for Blockchain protocols, proof of 
stake/space.

Course Outcomes
After completion of this course, the student shall be able to:

1. Comprehend the functionality of blockchain. 
2. Choose a blockchain implementation based on real time scenario. 
3. Examine the techniques for anonymity preservation. 
4. Determine the Blockchain challenges. 
5. Identify the use cases of distributed ledger technology. 
6. Evaluate alternative blockchain and their applicability.

Module:1 Blockchain and Distributed Ledger Fundamentals 4 hours
Blockchain - Distributed Ledger - Cryptographic basics for cryptocurrency - signature 
schemes, encryption schemes and elliptic curve cryptography - CAP theorem - Categories of 
Blockchain: Public blockchain, Private blockchain, Permissioned Ledger, Tokenized 
blockchain, Tokenless blockchain, and Sidechains. 
Module:2 Blockchain Functionality 5 hours
Distributed identity: Public and private keys, Digital identification and wallets - Decentralized 
network - Permissioned distributed Ledger - Blockchain data structure - Double spending - 
Network consensus - Sybil attacks - Block rewards and miners - Forks and consensus chain 
-  Finality in Blockchain Consensus - Limitation of proof-of-work - Alternatives to Proof of 
Work.
Module:3 Blockchain Implementation 4 hours
Bitcoin and Merkle Root - Eventual Consistency and Bitcoin - Byzantine Fault Tolerance -
Bitcoin and Secure Hashing - Bitcoin block-size - Bitcoin Mining - Blockchain Collaborative 
Implementations: Hyperledger, Corda - Ethereum’s ERC 20 and token explosion.  
Module:4 Decentralization using Blockchain 4 hours
Blockchain and full ecosystem decentralization: Smart contract, Decentralized autonomous 
organization (DAO), Decentralized applications - Platforms for decentralization.
Module:5 Zero Knowledge Proofs and Protocols in Blockchain 4 hours
Pseudo-anonymity vs. anonymity - Succinct non interactive argument for Knowledge 
(SNARK) - pairing on Elliptic curves – Zcash - Zk-SNARKS for anonymity preservation. 
Module:6 Blockchain Challenges 3 hours

Blockchain Governance Challenges: Bitcoin Blocksize Debate, The Ethereum DAO Fork, 
Ethereum’s Move to PoS and Scaling Challenges - Blockchain Technical Challenges: 
Denial-of-Service Attacks, Security in Smart Contracts, Scaling, Sharding.
Module:7 Distributed Ledger Technology in Alternative Blockchain 4 hours
Kadena, Ripple, Stellar, Rootstock, Drivechain, Quorum – Decentralized Network manager: 
Tezos, Maidsafe, BigChainDB - Decentralized Cloud Storage: Storj.
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 30 hours
Text Book
1. Goldfeder, S., Bonneau, J., Miller, A., Felten, E., Narayanan, A. Bitcoin and 
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Cryptocurrency Technologies, 2016, 1st edition, Princeton University Press, New 
Jersey. 

Reference Books
1. Iyer, Kedar, et al. Blockchain: A Practical Guide to Developing Business, Law, and 

Technology Solutions., 2018, 1st edition, McGraw-Hill Education, United Kingdom.
2. Wattenhofer, R. Distributed Ledger Technology: The Science of the Blockchain, 

2017, 1st edition, CreateSpace Independent Publishing Platform, United States.
Mode of Evaluation: CAT / written assignment / Quiz / FAT
Recommended by Board of Studies 04-03-2022
Approved by Academic Council No. 65 Date 17-03-2022
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BCSE329P BLOCKCHAIN AND DISTRIBUTED LEDGER 
TECHNOLOGY LAB

L T P C

0 0 2 1
Pre-requisite NIL Syllabus version

 1.0 
Course Objectives
1. To understand Blockchain and Distributed Ledger Technologies.
2. To learn the development in Blockchain functionalities. 
3. To identify alternative techniques to proof of work for Blockchain protocols, proof of 
stake/space.

Course Outcomes
After completion of this course, the student shall be able to:

1. Implement a blockchain for real time scenario. 
2. Evaluate alternative blockchain and their applicability.
Indicative Experiments
1. Deploy a local private blockchain over a network with Ethereum or Rust. 

2. Implement the mining module of Bitcoin client using Rust. The mining module, or miner, 
should produce blocks that solve proof-of-work puzzle. 

3. Compile and test smart contracts on a testing framework using the Ethereum Virtual 
Machine (EVM). 

4. Deploy a chaincode using Hyperledger Fabric on a custom network.

5. Create a Hyperledger Fabric Blockchain service on Cloud.

6. Deploying a ERC20 token on the Ethereum Testnet. 

7.  Launch your own token on alternative blockchain such as BigchainDB

Total Laboratory Hours 30 hours 
Text Book 

1 Goldfeder, S., Bonneau, J., Miller, A., Felten, E., Narayanan, A. Bitcoin and 
Cryptocurrency Technologies, 2016, 1st edition, Princeton University Press, New 
Jersey. 

Reference Books
1 Iyer, Kedar, et al. Blockchain: A Practical Guide to Developing Business, Law, and 

Technology Solutions., 2018, 1st edition, McGraw-Hill Education, United Kingdom.
Mode of Evaluation: CAT / written assignment / Quiz / FAT
Recommended by Board of Studies 04-03-2022 
Approved by Academic Council No. 65 Date 17-03-2022
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BCSE330L PUBLIC KEY INFRASTRUCTURE AND TRUST 
MANAGEMENT

L T P C 

3 0 0 3 
Pre-requisite  Syllabus version

 1.0
Course Objectives:

1. To provide the knowledge on Public Key Cryptography techniques and Public Key 
infrastructure. 
2. To study about the Digital Certificates and the security challenges.
3. To understand the various trust models and the trust management systems. 

Course Outcome: 
After completion of this course, the student shall be able to:
1. Analyze and design Public Key cryptographic algorithms. 
2. Evaluate the components of PKI and design & integrate PKI services
3. Design the Digital Certificates with PKI considerations 
4. Identify the access control mechanism and provide solution for the security challenges 
5. Analyze and select suitable trust model and manage with operational considerations 

Module:1 Public Key Cryptography Basics 5 hours
Public Key Cryptography: Secret key, Public key, public/private key pair, Services of public 
key cryptography - RABIN Cryptosystem - ElGamal Cryptosystem - Message Integrity and 
Authentication: Random Oracle model, message authentication, Cryptographic hash 
functions. 

Module:2 Public Key Infrastructure 7 hours
Components and architecture of fully functional Public key infrastructure(PKI): Certification 
authority, Certificate repository, Certificate revocation, Key backup and recovery, Automatic 
key update, Key history management, Cross-certification, Support for non-repudiation, 
Time stamping, Client software,  Core PKI Services, PKI-Enabled Services,  PKI 
interoperability, deployment and assessment PKI data structures -  PKI architectures: 
Single CA, Hierarchical PKI, Mesh PKI, Trust Lists, Bridge Certification Authority (CA), 
Registration Authority (RA), Simple PKI (SPKI),  PKI application : Smart card integration 
with PKI’s. 

Module:3 Digital Certificates 7 hours
Introduction to Digital Certificate - Certificate Structure and Semantics - Alternative 
Certificate Formats - Certificate Policies - Object Identifiers - Policy Authorities - 
Certification Authority - Key/Certificate Life Cycle Management - Certificate Revocation - 
Representing certificates in terms of S-Expressions - Certificate Chain. 

Module:4 Access Control Mechanisms and Security Challenges 7 hours
Access Control Mechanisms: Discretionary Access Control (DAC) – Mandatory Access 
Control (MAC) – Role Based Access Control (RBAC) - Issues : Revocation- Anonymity-
Privacy issues - Entity Authentication - Passwords and Challenge Response - zero-
knowledge and bio-metrics - Key management - security key distribution – Kerberos - 
Symmetric Key agreement - Public Key Distribution and Hi-jacking - Issues of revocation - 
Anonymity and Privacy. 
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Module:5 Trust Models 7 hours
Distributed Trust Architecture - Mesh Configuration - Hub-and-Spoke Configuration – Four-
Corner Trust Model - Web Model - User-Centric Trust - Cross-Certification - Entity Naming - 
Certificate Path Processing - Path Construction - Path Validation - Trust Anchor 
Considerations - Multiple Key Pairs - Key Pair Uses - Relationship between Key Pairs and 
Certificates.
Module:6 Trust Management Systems 5 hours
Social network based Trust Management System- Reputation based Trust Management 
System (DMRep, EigenRep, P2Prep) - Framework for Trust Establishment - Risks Impact 
on E-Commerce and E- Business: Information Risk and Technology Business Risk.
Module:7 Operational Considerations 5 hours

Client-Side Software - Off-line Operations - Physical Security - Hardware Components -
User Key Compromise - Disaster Preparation and Recovery - Relying Party Notification – 
Preparation – Recovery - Electronic Signature Legislation and Considerations. 
Module:8 Contemporary Issues 2 hours

Total Lecture hours: 45 hours

Text Book(s)
1. John R. Vacca, Public Key Infrastructure: Building Trusted Applications and Web 

Services, 2019, 1st edition. Auerbach Publications, US.
2. Carlisle Adams, Steve Lloyd, Understanding PKI: Concepts, Standards, and 

Deployment Considerations, 2011, 2nd Edition, Addison-Wesley, US. 
Reference Books
1. Buchmann J, Karatsiolis E, Wiesmaier A, Karatsiolis E., Introduction to public key 

infrastructures, 2013, Berlin: Springer. 
Mode of Evaluation: CAT / written assignment / Quiz / FAT
Recommended by Board of Studies 04-03-2022 
Approved by Academic Council No. 65 Date 17-03-2022 
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